**Big Data Technical Challenges in Security and Privacy**

**Paper 1 Summary (Challenges and Opportunities with Big Data)**

Big Data is crucial for obtaining actionable knowledge. There are some technical challenges to be overlooked. Companies are not pointing towards the volume but also variety which means representation and heterogeneity of data types and velocity means the time data arrives and the time in which it must be acted upon. These three are important but it fails to include some important requirements like privacy and usability. Big data Analysis involves multiple phases which introduce technical challenges. This paper consists of technical challenges as different phases of data analysis pipeline.

**Paper 2 Summary (Security Problems and Challenges in a Machine Learning-Based Hybrid Big Data Processing Network Systems)**

To extract, analyze and visualize data Machine Learning techniques are used. For huge amount of data, which is, produced from data sources with high volume and high velocity with different data types, which creates big, data cause problems and challenges to Machine Learning techniques. To overcome this, a hybrid network model is used which consists of some components like Hadoop distributed File System (HDFS), cloud storage, security model and Machine Learning Unit. Processing Big Data in networking level with ML techniques require user interaction and storage. There will be a gap between data transmission and security vulnerability in public cloud storage. We need a key-based encryption algorithm to reduce delay-time and strengthen the security. A model is proposed for using public cloud trust levels to encryption types data storage in Big Data Analysis network Topology.

**Paper 3 Summary (Big Data – Security and Privacy)**

Industry uses web applications in different ways to quickly process and analyze large volumes of data extracted from datasets which is critical information for security related tasks. The use of data in privacy is a major security related task. This paper is about security with privacy. In order to achieve security we must give up privacy. This paper tells about few Privacy-Enhancing techniques that focus on efficiently reconciling security with privacy.

**Paper 4 Summary (Emerging Trends around Big Data Analytics and Security)**

This paper discuss on big data security analytics. Internet based application for business, finance and banking need huge amount of data, which is collected from big data repositories and provides meaningful insight from it. Security and operational problems are the areas where big data analytics is expected to play a crucial role. To overcome this challenges a group of people from industry and government will provide a insight into big data security analytics.

**Paper 5 Summary (Attack Tolerant Architecture for Big Data File Systems)**

Big data analytics involves collecting, storing and processing large volumes of data and security such as confidentiality, integrity and availability has become a major problem. The valuable information extracted from big data set needs to be protected by cyber attackers. This paper tells about different efforts which can reduce the attack tolerance. GFS and Hadoop can defense the availability. Shadoop is used to prevent attacks by strong authentication and SCALA programming for Map Reduce query Processing.
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